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 Area 1 Security Admin Quarantine 

 configuration guide 



 Admin Quarantine: 

 Selecting the disposition that you want to quarantine: 

 ●  This can be configured under Settings > Email Configuration > Domains 
 ●  Edit: Click on 3 dots against the domain that you want to configure admin quarantine for 
 ●  Choose the disposition that you want to enable quarantine for and hit the ‘Update Domain’ 

 button. 
 ●  Enabling quarantine is hierarchical. For example: you cannot enable ‘Spam’ alone, if you 

 enable spam everything above such ‘malicious’ will also be enabled. Similarly, if you enable 
 ‘Spoof’ everything above spoof will be enabled. Malicious is the only disposition that can be 
 enabled standalone. 

 ●  Please note that quarantine needs to be configured manually per domain. 



 Working with admin quarantine  : 

 ●  Navigation: Settings > Email > Admin Quarantine 
 ●  We can preview the quarantined email, release them from quarantine 

 Release from quarantine: 

 Click on the 3 dot tab against the sample: 



 Confirm if you want to release the quarantine: 



 Multiple messages can be released from quarantine at once: 



 Messages appear to the user as if they had received them normally when released. 


